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The following documents comprise the executed contract between the Cobb 
County, and Insight Pubic Sector effective May 1, 2023: 

I. Executed Master Agreement
II. Supplier’s Response to the RFP, incorporated by reference
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Amazon Web Services Order Form Agreement 

Client Name:  Client Acct. # 

Address Client Contact Name:  

City, State, Zip  Account Executive:  

State/Fed Contract:  Request Date Click or tap to enter a 
date.

This Amazon Web Services (“AWS”) Order Form Agreement, together with any attachments or 
schedules (collectively referred to herein as the “Agreement”) contains the terms and conditions that 
govern access to and use of the AWS Cloud Services provided by Amazon Web Services, Inc. (also 
referred to as the “Vendor” or “Amazon” or “Service Provider”) and purchased through and accepted 
by Insight Public Sector, Inc., (also referred to as “Solution Provider” or “Insight”) on behalf of itself 
and its affiliates and successors, and is an agreement between Insight and the entity specified in the 
“Customer Name” field above, on behalf of itself and its affiliates, successors, customers and end-
users (hereinafter, “Customer”, or “you”). The Effective Date of this Agreement will be the earlier of 
when this Agreement is manually or electronically signed below and accepted by Insight, the date an 
order is placed in the AWS customer portal (the “AWS Client Portal”), or the date Cloud Services are 
enabled or provisioned for use by you. You represent to Insight that the individual signing or accepting 
this Agreement or placing an order for Cloud Services pursuant to this Agreement, has the legal 
authority to bind you. FOR AWS GOV-CLOUD, PLEASE REACH OUT TO YOUR INSIGHT REP FOR MORE 
INFORMATION. 

Scope of this Agreement: Scope of this Agreement: Scope of this Agreement: The Cloud Services 
included within the scope of this Agreement are consumption-based AWS Cloud Services which are 
ordered directly through Insight. AWS Marketplace transactions are not covered under this 
Agreement; therefore, these transactions will not be subject to the terms set forth herein, 
nor will such transactions be priced in accordance with the underlying Terms of Sale. 

1. Definitions

1.1. “Acceptable Use Policy” means the policy currently available at: 
http://aws.amazon.com/aup as may updated from time to time. 

1.2. “Content” means any content you upload to the Services under your account or otherwise 
transfer, process, use or store in connection with your account. 

1.3. “Policies” means the AWS Acceptable Use Policy, the Site Terms, the Service Terms and all 
other restrictions described on the AWS site at http://aws.amazon.com.

1.4. “Services” means each of the AWS web services made available by AWS. 

1.5. “Service Offerings” means the Services provided by AWS under this Agreement. 

1.6. “Service Terms” means the rights and restrictions for particular Services located at 
http://aws.amazon.com/serviceterms as may be updated from time to time. 

1.7. “Third Party Content” means content made available to you by any third party on the AWS 
site or Marketplace in conjunction with the Services. 

2. Use of the Service Offerings 

2.1. Generally. You may access and use the Service Offerings in accordance with this Agreement. 
You will adhere to all laws, rules, and regulations applicable to your use of the Service 
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Offerings, including Service Terms, the Acceptable Use Policy and other Policies as defined in 
Section 1. 

2.2. Your Account. Once an account has been set up for you, Service Offerings may be enabled 
and provisioned by you via the AWS Client Portal. Use, reporting, and invoicing of the Service 
Offerings are based on a consumption or actual use model, as further described below. You 
will be invoiced for the Service Offerings you consume in accordance with usage reports 
provided by AWS. 

2.3. Third Party Content. Third Party Content, such as software applications provided by third 
parties, may be made available directly to you by other companies or individuals under 
separate terms and conditions, including separate fees and charges. Because we may not 
have tested or screened the Third Party Content, your use of any Third Party Content is at 
your sole risk. 

3. Security and Data Privacy

3.1. Your Content. You are solely responsible for the development, content, operation, 
maintenance, and use of your Content such as, but not limited to: (a) compliance of your 
Content with the Acceptable Use Policy, the other Policies and the law; (b) any claims relating 
to your Content; and (c) properly handling and processing notices sent to you (or any of your 
affiliates) by any person claiming that your Content violates such person’s rights, including 
notices pursuant to the Digital Millennium Copyright Act. 

3.2. Other Security and Backup. You are responsible for properly configuring and using the 
Service Offerings and taking your own steps to maintain appropriate security, protection and 
backup of your Content, which may include the use of encryption technology to protect your 
Content from unauthorized access and routine archiving your Content. 

4. Fees and Invoicing 

4.1. Fees: The unit or per seat Fees for Service Offerings payable by you will be the current AWS 

list price at the time such Service Offerings are consumed by you[, less a [X]  percent 

( [X] %) discount from Insight at invoice. You will receive a discount off of the following 
AWS Services as set forth at: AWS AUTHORIZED SERVICES LIST, in addition to the Business 
and Enterprise Support Plans]. The total Fees payable by you[, with Insight’s discount (if 
any),] will be set forth in Insight’s invoice in the manner described below. Insight reserves 
the right to modify the Fees payable as a result of changes implemented by AWS to its 
partner/distributor program. 

4.2. Invoicing/Payment: Service Offerings used or enabled by you, including without limitation, 
any additions, reductions, increases or decreases in the per unit quantity of the Service 
Offerings used, will be invoiced on an actual use or consumption basis as measured and 
reported to Insight by AWS. AWS’s records and usage reports are taken to be correct unless 
proven by you to be in error. Insight will invoice you monthly in arrears for the Service 
Offerings consumed in each preceding monthly billing period on an actual use or consumption 
basis as reported by AWS. Unless otherwise agreed to in writing between the parties, you 
must pay all undisputed invoices in full within thirty (30) days of the invoice date. 

4.3. Cloud Service Credits/SLAs: The Parties agree that AWS’s Service Level Agreements, to 
the extent applicable, will apply to this purchase as set forth at 
https://aws.amazon.com/legal/service-level-agreements/. To the extent that a Cloud Service 
credit is due to Client in accordance with the AWS Service Level Agreement(s), the Parties 
agree that any credit due will be credited by Insight to Client’s account within a reasonable 
time after Insight’s notice from Client of the claim and following AWS’s verification of Client’s 
claim. Client expressly acknowledges and agrees that Insight is not obligated to provide any 
Cloud Service credit if AWS is unable to verify Client’s claim. ANY CREDITS OR TERMINATION 
RIGHTS DESCRIBED UNDER THE SLA SHALL BE THE SOLE AND EXCLUSIVE REMEDY OF 
CLIENT IN CONNECTION WITH ANY UNAVAILABILITY OF THE SERVICE OFFERINGS OR 
BREACH OF THE SLA. 
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5. Term/Termination 

5.1. Term. The term of this Agreement will commence on the Effective Date and will remain in 
effect until terminated by you or Insight in accordance with Section 5.2. 

5.2. Termination. (a) Termination for Convenience. You may terminate this Agreement for any 
reason by: (i) providing Insight notice and (ii) closing your account for all Services for which 
Insight provides an account closing mechanism. Insight may terminate this Agreement for 
any reason by providing you 30 days advance notice. (b) Termination for Cause. (i) By Either 
Party. Either party may terminate this Agreement for cause upon 30 days advance notice to 
the other party if there is any material default or breach of this Agreement by the other 
party, unless the defaulting party has cured the material default or breach within the 30 day 
notice period. (ii) By Insight. Insight may also terminate this Agreement immediately upon 
notice to you (A) for cause, if any act or omission by you results in a suspension of your 
account by AWS, or (B) if AWS terminates or no longer provides the Service Offerings under 
this Agreement for any reason. 

5.3. Effect of Termination. (a) Generally. Upon any termination of this Agreement: (i) all your 
rights under this Agreement immediately terminate; (ii) you remain responsible for all fees 
and charges you have incurred through the date of termination, including fees and charges 
for in-process tasks completed after the date of termination; and (iii) you will immediately 
return or, if instructed by Insight, destroy all AWS Content in your possession. (b) Post-
Termination Assistance. Unless Insight terminates your use of the Service Offerings pursuant 
to Section 5.2(b), during the 30 days following termination: (i) AWS will not erase any of 
Your Content as a result of the termination; (ii) you may retrieve Your Content from the 
Service Offerings only if you have paid any charges for any post-termination use of the 
Service Offerings and all other amounts due; and (iii) AWS will provide you with the same 
post- termination data retrieval assistance that is generally made available to all customers. 

6. Indemnification

You will defend, indemnify, and hold harmless Insight, its affiliates, licensors, and each of its 
respective employees, officers, directors, and representatives from and against any claims, damages, 
losses, liabilities, costs, and expenses (including reasonable attorneys’ fees) arising out of or relating 
to any third party claim concerning: (a) your use of the Service Offerings; (b) your breach of this 
Agreement or violation of applicable law; or (c) your Content or the combination of your Content with 
other applications, Content or processes, including any claim involving alleged infringement or 
misappropriation of third-party rights by your Content or by the use, development, design, production, 
advertising or marketing of your Content. 

7. Limitation of Liability 

INSIGHT WILL NOT BE LIABLE TO YOU FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, 
CONSEQUENTIAL OR EXEMPLARY DAMAGES (INCLUDING DAMAGES FOR LOST PROFITS, GOODWILL, 
USE OR DATA), EVEN IF A PARTY HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. 
FURTHER, NEITHER WILL INSIGHT BE RESPONSIBLE FOR ANY COMPENSATION, REIMBURSEMENT, OR 
DAMAGES ARISING IN CONNECTION WITH: (A) YOUR INABILITY TO USE THE SERVICE OFFERINGS, 
INCLUDING AS A RESULT OF ANY (I) TERMINATION OR SUSPENSION OF THIS AGREEMENT OR YOUR 
USE OF OR ACCESS TO THE SERVICE OFFERINGS; (II) DISCONTINUATION OF THE SERVICE 
OFFERINGS; OR (III) WITHOUT LIMITING ANY OBLIGATIONS UNDER THE SLAS, ANY UNANTICIPATED 
OR UNSCHEDULED DOWNTIME OF ALL OR A PORTION OF THE SERVICE OFFERINGS FOR ANY 
REASON, INCLUDING AS A RESULT OF POWER OUTAGES, SYSTEM FAILURES OR OTHER 
INTERRUPTIONS; (B) THE COST OF PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; (C) ANY 
INVESTMENTS, EXPENDITURES, OR COMMITMENTS BY YOU IN CONNECTION WITH THIS AGREEMENT 
OR YOUR USE OF OR ACCESS TO THE SERVICE OFFERINGS; OR (D) ANY UNAUTHORIZED ACCESS 
TO, ALTERATION OF, OR THE DELETION, DESTRUCTION, DAMAGE, LOSS OR FAILURE TO STORE ANY 
OF YOUR CONTENT OR OTHER DATA. OUR AGGREGATE LIABILITY UNDER THIS AGREEMENT WILL BE 
LIMITED TO THE AMOUNT YOU ACTUALLY PAY US UNDER THIS AGREEMENT FOR THE SERVICE 
OFFERING THAT GAVE RISE TO THE CLAIM DURING THE 12 MONTHS PRECEDING THE CLAIM. 

25-1035 B 77 of 261



25-1035 B 78 of 261



Rev. 06/21Q Page 5 of 7 

1. EXHIBIT A - SUPPLEMENTAL TERMS AND CONDITIONS FOR AWS 
GOVCLOUD 

[Delete this exhibit if it should not be included in the contract] 

These Supplemental Terms and Conditions for AWS GovCloud (“AWS GovCloud Supplemental Terms”) 
form an addendum to the Insight AWS Agreement, and set forth the terms and conditions that are 
specific to the AWS GovCloud Services being purchased by Client from Insight. To the extent these 
terms conflict with the Insight AWS Agreement, these AWS GovCloud Supplemental Terms will govern 
with respect your purchase of the AWS GovCloud Services. Terms used but not defined herein will 
have the meaning given in the AWS Agreement. 

1) Use of the AWS GovCloud (U.S.) Region Service Offerings. 

You may access the AWS GovCloud (U.S.) Region if you have root level access to the relevant 
program account. 

2) AWS GovCloud (U.S.) Region Representations & Warranties. 

Should you gain access to an AWS GovCloud (U.S.) Region account, the AWS Services may not be 
used to process or store classified data. You are responsible for verifying that all end users accessing 
Your Content in the AWS GovCloud (U.S.) Region are eligible to gain access to Your Content. You 
represent and warrant that You: (i) are a U.S. Person, as defined by 22 CFR part 120.15 (“U.S. 
Person”); (ii) will only assign a U.S. Person as your account owner for the AWS GovCloud (U.S.) 
Region; (iii) if required by the International Traffic In Arms Regulations (“ITAR”), have and will 
maintain a valid Directorate of Defense Trade Controls registration; (iv) are not subject to export 
restrictions under U.S. export control laws and regulations (e.g., you are not a denied or debarred 
party or otherwise subject to sanctions); and (v) maintain an effective compliance program to ensure 
compliance with applicable U.S. export control laws and regulations, including the ITAR. If requested, 
You agree to provide additional documentation and cooperation to verify the accuracy of the foregoing 
representations and warranties. 

3) Your Use of GovCloud Credentials. 

a) GovCloud Region. AWS will implement reasonable and appropriate measures for the AWS 
Network in the GovCloud Region designed to: (i) help You secure Your Content against 
accidental or unlawful loss, access or disclosure; (ii) implement the in-scope Federal Risk and 
Authorization Management Program ("FedRAMP") controls for the Services identified as 
FedRAMP compliant; and (iii) maintain physical and logical access controls to limit access to 
the AWS Network by AWS personnel, including employees and contractors, to U.S. citizens, as 
defined by 8 USC §1401, et seq. ("U.S. Citizens") ((i), (ii) and (iii) collectively the "Security 
Objectives"). The GovCloud Region is the only AWS Region that has physical and logical access 
controls that limit access to the AWS Network by AWS Personnel to U.S. Citizens. (The 'AWS 
Network' means AWS's data center facilities, servers, networking equipment, and host 
software systems (e.g., virtual firewalls) that are within AWS's control and are used to provide 
the Services.) 

b) GovCloud Region Security Standards.

i) Information Security Program. AWS will maintain an information security program 
(including the adoption and enforcement of internal policies and procedures) designed to: 
(a) satisfy the Security Objectives; (b) identify reasonably foreseeable and internal risks to 
security and unauthorized access to the AWS Network; and (c) minimize security risks, 
including through risk assessment and regular testing. AWS will designate one or more 

25-1035 B 79 of 261



Rev. 06/21Q Page 6 of 7 

employees to coordinate and be accountable for the information security program. The 
information security program will include the following measures: 

(1) Network Security. The AWS Network will be electronically accessible to employees, 
contractors and any other person as necessary to provide the Services. AWS will 
maintain access controls and policies to manage what access is allowed to the AWS 
Network from each network connection and user, including the use of firewalls or 
functionally equivalent technology and authentication controls. AWS will maintain 
corrective action and incident response plans to respond to potential security threats. 

(2) Physical Security.

(a) Physical Access Controls. Physical components of the AWS Network are housed in 
nondescript facilities (the "Facilities"). Physical barrier controls are used to prevent 
unauthorized entrance to the Facilities both at the perimeter and at building access 
points. Passage through the physical barriers at the Facilities requires either 
electronic access control validation (e.g., card access systems, etc.) or validation 
by human security personnel (e.g., contract or in-house security guard service, 
receptionist, etc.). Employees and certain contractors are assigned photo-ID 
badges that must be worn while the employees and contractors are at any of the 
Facilities. Visitors and any other contractors are required to sign-in with 
designated personnel, must show appropriate identification, are assigned a visitor 
ID badge that must be worn while the visitor is at any of the Facilities, and are 
continually escorted by authorized employees or contractors while visiting the 
Facilities. 

(b) Limited Employee and Contractor Access. AWS provides access to the Facilities to 
those employees and contractors who have a legitimate business need for such 
access privileges. When an employee or contractor no longer has a business need 
for the access privileges assigned to him/her, the access privileges are promptly 
revoked, even if the employee or contractor continues to be an employee of AWS 
or its affiliates. 

(c) Physical Security Protections. All access points (other than main entry doors) are 
maintained in a secured (locked) state. Access points to the Facilities are 
monitored by video surveillance cameras designed to record all individuals 
accessing the Facilities. AWS also maintains electronic intrusion detection systems 
designed to detect unauthorized access to the Facilities, including monitoring 
points of vulnerability (e.g., primary entry doors, emergency egress doors, roof 
hatches, dock bay doors, etc.) with door contacts, glass breakage devices, interior 
motion-detection, or other devices designed to detect individuals attempting to 
gain access to the Facilities. All physical access to the Facilities by employees and 
contractors is logged and routinely audited. 

ii) Continued Evaluation. AWS will conduct periodic reviews of the security of its AWS 
Network and adequacy of its information security program as measured against industry 
security standards and its policies and procedures. AWS will continually evaluate the 
security of its AWS Network and associated Services to determine whether additional or 
different security measures are required to respond to new security risks or findings 
generated by the periodic reviews. 

(1) Your Responsibilities. You are responsible for all physical and logical access controls 
beyond the AWS Network including, but not limited to, Your account access, data 
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